


Enhance Host Connection Emulator Settings

Request:   Enable critical security related fields in Host Connection Emulator as preferences that can be supported and enforced via Push to Client or enhanced installation default settings. 

Use Case:   
System: IDz
Actor: Systems Admin
Use Case: default security settings for the entire organization
[bookmark: _GoBack]Scenario:  Security administration collaborates with Systems admin to apply SSL settings for the entire organization.  They discover impediments in the IDz product for doing so

Justification:
Currently HCE preferences are limited to:
· Window > Preferences > General > Keys > Host Connection Control Keys  
We have the need to support SSL connections for the organization with settings other than the RDz defaults.  From what we can tell, there is no way to override the installation defaults for values represented in the HCE Host Properties tab.  True, developers can override the values but we need to override and freeze the settings for all developers.  Two possible options for doing so are 1) enhanced installation default capability or 2) Push-to-Client.  
The specific fields in question are:
· Host port
· SSL Enabled
· Security Protocol
· Use MS-CAPI Service Provider
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